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1.0 Overview of Document
The purpose of this attachment is to describe the services and deliverables expected to be provided during the execution of the requirements specified in this solicitation. The services and deliverables defined in this attachment must be completed during the contract period. 
2.0 Services Requirements
The services are organized into the following domains with the respective solutions that are within the scope of the services to be provided: 
	Service Domain
	Solutions within Scope

	2.1 Project Management
	Scope of Services includes the implementation of the following solutions:
· LLCS Modernization
· EDSS Modernization

	2.2 Requirements Validation
	

	2.3 Solution Design and Development/Configuration
	

	2.4 Data Migration
	

	2.5 Testing
	

	2.6 User Training 
	

	2.7 PaaS / SaaS (solution provisioning)
	

	2.8 Cutover/Deployment/Hypercare
	

	2.9 Maintenance and Operations
	

	2.10 Knowledge Transfer and Exit Transition
	

	2.11 Multi-Vendor Integration (MVI) 
	Scope of Services includes the following solutions:

· LLCS Modernization

· EDSS Modernization 
· IIS Modernization (implementation is within the scope of an incumbent vendor)
· LIMS Modernization (implementation is within the scope of an incumbent vendor)

	2.12 Organizational Change Management (OCM) 
	

	3.0 Summary Deliverable List
	As indicated above.


Refer to Attachment D - Program Background, and Attachment E - Technical Background and Target Architecture for descriptions of the solutions.  Attachments L, M, and N provide the functional and technical requirements for the LLCS and EDSS solutions. 
Each subsection below provides instructions for responding to the service requirements in the Offers submitted by Offerors.
2.1 Project Management

Offerors shall respond “Yes” or “No” to each requirement in the table below. A “No” response without providing a comment may cause the Offer to be rejected.

Table 1. Project Management (PM) Roles and Responsibilities

	#
	Project Management

Roles and Responsibilities
	Offeror
	The State
	Offeror Response
	Offeror Comments

	PM-1 
	Provide a Project Manager (PM) to represent the Offeror in the management of the Project, interfacing with the State Project Manager (PM) in any decisions relating to the Project.
	X


	
	
	

	PM-2 
	Assume and lead all day-to-day management of all Offeror personnel, including subcontractor personnel, and development of Deliverables related to the required services.
	X
	
	
	

	PM-3 
	Provide a Project Manager to represent the State organization in this Project, interfacing with the Offeror’s PM, and representing the State in any decisions relating to the Project.
	
	X
	
	

	PM-4 
	Escalate items to the project governance (e.g., Steering Committee) for awareness and decision-making. 
	
	X
	
	  

	PM-5 
	Participate in governance committee meetings upon request, and present project status.
	X
	
	
	

	PM-6 
	Adhere to Service Level Requirements as described in the solution technical requirements.  
	X
	
	
	

	PM-7 
	Conduct project oversight activities. 
	
	X
	
	

	PM-8 
	Interface with and support requests from Independent Project Oversight Consultant contracted by the State.
	X
	
	
	

	PM-9 
	Provide a robust Project management methodology founded on industry best practices and covering all key project management processes.
	X
	
	
	

	PM-10 
	Conduct project management activities throughout the life of the Project, maintaining planning documents current and executing the associated plans.
	X
	
	
	

	PM-11 
	Provide, update, and maintain a formal Project Management Plan (PMP) that includes the following key components:

A. Project initiation activities 
B. Issue and Risk tracking, escalation, and resolution 
C. Change Management Plan, describing change management processes and including change request template, impact analysis template, request approval process, and processes for management and tracking of change requests
D. Deliverable/product review and approval and other acceptance criteria
E. Requirements Management Plan, including process and tools for functional and technical requirements tracking, maintenance, and traceability (e.g., to test scenarios/cases) in a requirements traceability matrix (RTM)
F. Risk management, identification, quantification of impact, monitoring, and mitigation plans
G. Quality management
H. Offeror and subcontractor resource management
I. Project success evaluation criteria and Project close-out activities
J. Relationships to other IT or business efforts
K. Status and other reporting activities
L. Status reporting templates (including deliverable status reports, issues, risks, plan vs. actual status, etc.)
M. Tools to be used for all project management processes (e.g., change management, documentation management, issue/risk management, etc.).
	X


	
	
	

	PM-12 
	Identify, document, provide, and implement risk mitigation measures and contingency plans as high-priority risks are identified and monitored.
	X
	
	
	

	PM-13 
	Provide Weekly Status Reviews, Issues Logs, and Progress Reports at the sub-team level (e.g., functional teams, technical team, data migration team, and deployment team).
	X
	
	
	

	PM-14 
	Provide Monthly Status Report and conduct regularly scheduled status meetings reviewing Project progress, risk mitigation, issue resolution, deliverable status, and next steps as mutually agreed upon by the State and the Offeror.
	X
	
	
	

	PM-15 
	Use the documentation repository as agreed to and documented in the Project Management Plan deliverable.
	X
	
	
	

	PM-16 
	Provide, update, and maintain a Project Schedule (e.g., in MS Project) that includes the following key components:

A. Work breakdown structure

B. Tasks and activities required to successfully complete the Project
C. Schedule/milestone tracking and resource allocation
D. Critical path identification and dependencies
	X
	
	
	

	PM-17 
	Provide periodic updates to the Project Schedule (as mutually agreed upon by the State and the Offeror) to the Project Schedule which is maintained by the Offeror.
	X
	
	
	

	PM-18 
	Implement and establish a formal requirements management process throughout the term of the contract and following the Requirements Management Plan agreed to in the Project Management Plan.
	X
	
	
	

	Deliverables Management

	PM-19 
	Execute deliverables management as agreed in the approved Project Management Plan deliverable.
	X
	
	
	

	PM-20 
	For all deliverables, document proposed deliverable content, format, and acceptance criteria in Deliverable Expectation Documents (DEDs) as mutually agreed upon by the State and the Offeror.
	X
	
	
	

	PM-21 
	Approve or request changes to Deliverable Expectation Documents (DEDs).
	
	X
	
	

	PM-22 
	Submit completed deliverables aligned with Deliverable Expectation Documents and meet target deliverable submission dates.
	X
	
	
	

	PM-23 
	Coordinate deliverable reviews and approvals. 
	
	X
	
	

	PM-24 
	Provide deliverable review comments and revisions needed for deliverable approval within five (5) business days of deliverable submission or as agreed to in the approved Project Schedule or otherwise.
	
	X
	
	

	PM-25 
	Obtain approval of all deliverables and maintain the deliverables current (if necessary) during the life of the project.
	X
	
	
	

	Change Management

	PM-26 
	Execute change management as agreed in the approved Project Management Plan deliverable.
	X
	
	
	

	PM-27 
	Prepare system Change Requests as required.
	X
	
	
	

	PM-28 
	Document impact analysis associated with proposed changes and follow the agreed upon change management process as documented in the Project Management Plan.
	X
	
	
	

	PM-29 
	Approve and prioritize system changes.
	
	X
	
	

	PM-30 
	Communicate Project scope change process and procedures to the State stakeholders.
	
	X
	
	

	Staff Management

	PM-31 
	The Vendor shall not remove any approved Key Staff from performing their assigned tasks without the prior written approval of the State, except in the case of a leave of absence, sickness, death, termination, or resignation of employment or association, or other circumstances outside the reasonable control of the Vendor. Immediately upon learning of the need for replacement of Key Staff, the Vendor shall provide written notice to the State and within 10 business days thereafter shall provide résumés of the proposed replacement and the plan for transition.
	X
	
	
	

	PM-32 
	The State shall have the right to participate in the selection process and approve or disapprove Key Staff replacements.
	
	X
	
	

	PM-33 
	The State reserves the right to approve or disapprove Vendor’s personnel or to require the removal or reassignment of any personnel at the sole discretion of the State.
	
	X
	
	

	Documentation Management

	PM-34 
	Execute documentation management as agreed in the approved Project Management Plan deliverable.
	X
	
	
	

	PM-35 
	The Vendor shall create, update, revise, and maintain all business and system documentation for functionality during the life of the contract
	X
	
	
	


2.2 Requirements Validation

Scope of Requirements Validation services is the implementation of the following solutions:

· LLCS Modernization
· EDSS Modernization
Offerors shall respond “Yes” or “No” to each requirement in the table below. A “No” response without providing a comment may cause the Offer to be rejected.

Table 2. Requirements Validation (RV)
	#
	Requirements Validation Roles and Responsibilities
	Offeror
	The State
	Offeror Response
	Offeror Comments

	RV-1 
	Implement and establish a formal requirements management process throughout the term of the contract and following the Requirements Management Plan agreed to in the Project Management Plan.
	X
	
	
	

	RV-2 
	Perform requirements management throughout the contract term as agreed to in the approved Project Management Plan.
	X
	
	
	

	RV-3 
	Develop a plan and schedule to conduct the State interviews, group workshops, and surveys to refine, and prioritize the detailed functional and technical requirements.
	X
	
	
	

	RV-4 
	Act as primary point of contact with stakeholders and offices to refine functional and technical requirements, including scheduling the State staff for interviews and workshops.
	
	X
	
	

	RV-5 
	Conduct and document the State interviews, group workshops, and surveys to refine, and prioritize the detailed functional and technical requirements.
	X
	
	
	

	RV-6 
	Provide periodic updates to refine, clarify and prioritize the detailed functional and technical requirements.
	X
	
	
	

	RV-7 
	Coordinate, schedule and communicate with all functional and technical SMEs for planning sessions.
	
	X
	
	

	RV-8 
	Conduct business process analysis and reengineering focused on the transition or transformation of source system business processes to the target system.
	X
	
	
	

	RV-9 
	Produce a Requirements Validation Report that documents any changes, revisions, clarifications to functional and technical requirements in the requirements repository (i.e., Requirements Traceability Matrix) to be maintained by the Offeror. This deliverable, once approved, serves as the validated detailed functional and technical requirements, and includes security features.  The requirements traceability matrix must be updated to reflect the approved Requirements Validation Document.
	X
	
	
	


2.3 Solution Design and Development/Configuration

Scope of Solution Design and Development/Configuration services is the implementation of the following business capabilities and IDPH Program focus areas using an on-premises COTS or a remote hosted or cloud-based PaaS or SaaS solution:

· LLCS Modernization
· EDSS Modernization
Offerors shall respond “Yes” or “No” to each requirement in the table below. A “No” response without providing a comment may cause the Offer to be rejected.

Table 3. Design, Development/Configuration (DE)
	#
	Design, Development/Configuration

Roles and Responsibilities
	Offeror
	The State
	Offeror Response
	Offeror Comments

	Configuration Management

	DE-1 
	Create a Configuration Management Plan that addresses:

A. Solution Environment (e.g., sandbox, development, testing, training, etc.) required to support all project activities and obtaining licenses and other required infrastructure
B. Security configuration management

C. Development/Configuration
	X
	
	
	

	DE-2 
	Implement the Configuration Management Plan, including the establishment of environment configurations required to support the project implementation.
	X
	
	
	

	Design

	DE-3 
	Facilitate interviews, group workshops, etc. to obtain and gain consensus on design.
	X
	
	
	

	DE-4 
	Conduct and document functional and technical planning sessions to establish system(s) configuration.
	X
	
	
	

	DE-5 
	Provide a System Design Document, including “to-be” business process flows to address any requirements gaps identified and implement the validated detailed functional and technical requirements via configuration settings and custom development.
	X
	
	
	

	DE-6 
	Establish and document the Detailed Functional and Technical Design Documents (including forms, reports, interfaces, conversions, enhancements, and workflow).
	X
	
	
	

	Build

	DE-7 
	Solution Functional and Technical Capabilities.  Perform all necessary technical design, configuration, testing, or scripting, of systems as required to provide and implement the user stories, functional and technical requirements. 
	X
	
	
	

	DE-8 
	Reports. Develop and document custom reports (as required to provide and implement functional and technical requirements).
	X
	
	
	

	DE-9 
	Integration. Perform all necessary technical design, configuration, testing, or scripting, of temporary and permanent interfaces as required to provide and implement the functional and technical requirements.
	X
	
	
	

	DE-10 
	Coordinate and communicate with the State partners, owners of external systems, and/or third-party service providers regarding interfaces.
	 
	X
	
	

	DE-11 
	Work with the State partners, owners of external systems, and/or third-party service providers to collect information required to develop and document a detailed interface design and approach according to the State standards.
	X
	
	
	

	DE-12 
	Document interfaces and maintain ICDs as interfaces are added or modified
	X
	
	
	

	DE-13 
	Manage all configuration and interface development efforts using the State-approved tools and methodologies adhering to defined standards and guidelines.
	X
	
	
	

	DE-14 
	Define and document configuration management policies and procedures consistent with industry best practices.
	X
	
	
	

	DE-15 
	Adhere to the State audit and configuration management standards.
	X
	
	
	

	DE-16 
	Manage documentation of changes to the underlying environment via use of library management version control and turnover management.
	X
	
	
	

	DE-17 
	Review configuration management results.
	
	X
	
	

	DE-18 
	Perform configuration management activities throughout the Project.
	X
	
	
	

	DE-19 
	Provide configuration management tools.
	
	X
	
	

	DE-20 
	Conduct code and configuration reviews to ensure software and interfaces comply with the State standards to reduce defects.
	X
	
	
	

	DE-21 
	Review and approve results of Offeror code and configuration reviews at the State’s discretion.
	
	X
	
	

	DE-22 
	Maintain an inventory of software. 
	X
	
	
	

	DE-23 
	Ensure software license compliance.
	X
	
	
	

	DE-24 
	Schedule releases (e.g., configuration changes).
	X
	X
	
	

	DE-25 
	Provide a Role to Position Mapping document to map the end-user roles to the positions within the organization.
	X
	
	
	


2.4 Data Migration
Scope of Data Migration services is the implementation of the following solutions:

· LLCS Modernization
· EDSS Modernization
Offerors shall respond “Yes” or “No” to each requirement in the table below. A “No” response without providing a comment may cause the Offer to be rejected.

Table 4. Data Migration (DM)
	#
	Data Migration

Roles and Responsibilities
	Offeror
	The State
	Offeror Response
	Offeror Comments

	DM-1 
	Provide a Data Migration Strategy, including identification of the methodology and tools for the migration of the source legacy data to the target system(s).
	X
	
	
	

	DM-2 
	Provide a Data Migration Plan, including identification of roles and responsibilities for Offeror and the State staff, and policies and procedures to ensure controls are in place in accordance with the State rules and regulations. This deliverable includes documentation of detail mappings from source to target data fields.
	X
	
	
	

	DM-3 
	Execute the approved Data Migration Strategy and the approved Data Migration Plan.
	X
	
	
	

	DM-4 
	Specify Extract, Transform, and Load (ETL) tools for data conversion in the Data Migration Strategy deliverable.
	X
	
	
	

	DM-5 
	Provide ETL tools and install and configure these as needed.
	X
	
	
	

	DM-6 
	Create data conversion extracts from legacy/existing data files in a format specified by the Data Migration Plan.
	
	X
	
	

	DM-7 
	Provide coding of automated data conversion extracts from legacy/existing data files, using techniques that are consistent with the development standards.
	X
	
	
	

	DM-8 
	Extract legacy data for purposes of transformation and loading into the target application files structures.
	
	X
	
	

	DM-9 
	Transform and load cleansed legacy data.
	X
	
	
	

	DM-10 
	Review the data and the data cleansing metrics as delineated in Data Migration Plan.
	
	X
	
	

	DM-11 
	Perform manual data cleansing (cleansing of data that cannot be cleansed automatically).
	
	X
	
	

	DM-12 
	Coordinate and execute manual data loads if required.
	X
	
	
	

	DM-13 
	Provide converted legacy data for transactional testing during integration, end to end, parallel, user acceptance, etc. test events.
	X
	
	
	

	DM-14 
	Perform Data Conversion from the source system(s) to the target system(s), by electronic or manual methods and track data conversion status and notifications.
	X
	
	
	

	DM-15 
	Provide tool for obfuscation of data (subject to approval by the State).
	X
	
	
	


2.5 Testing

Scope of Testing services is the implementation of the following solutions:

· LLCS Modernization
· EDSS Modernization
Offerors shall respond “Yes” or “No” to each requirement in the table below. A “No” response without providing a comment may cause the Offer to be rejected.

Table 5. Testing (TE) Roles and Responsibilities
	#
	Testing

Roles and Responsibilities
	Offeror
	The State
	Offeror Response
	Offeror Comments

	TE-1 
	Develop a Test Management Strategy deliverable that lists all test events, entrance and exit criteria for each test event, roles and responsibilities, defect management processes, high-level data requirements for each test event, tools used for each test event, including User Acceptance Testing.
	X
	
	
	

	TE-2 
	Provide test plans for each test event that provides the detailed approach that shall be taken to fully test all components of the system including test control and approval processes, test participants, how testing will interface with the configuration management process, and test documentation expectations for the following test types: unit, integration, parallel, end-to-end, interface, user acceptance, data conversion, performance (including stress and volume), availability, disaster recovery (including failover), regression, and security. These test plans must include the following at a minimum:

A. Functional Test Plan

B. Parallel Comparison Test Plan

C. Performance (Load and Stress) Test Plan

D. Integration Test Plan

E. Security Test Plan

F. User Acceptance Test Plan

G. Data Migration Test Plan

H. Cutover/Deployment Test Plan 
I. Disaster Recovery Test Plan
	X
	
	
	

	TE-3 
	Maintain the Test Management Strategy and all Test Plans.
	X
	
	
	

	TE-4 
	Manage and execute the agreed upon Test Management Strategy and approved Test Plans, including regression testing, and creating and maintaining the required test data during the testing period.
	X
	
	
	

	TE-5 
	Provide automated testing tools and procedures for testing including integration, parallel, UAT, end to end, regression, performance, stress, etc.
	X
	
	
	

	TE-6 
	Document/create standards and procedures for the use of the tools that support all testing activities.
	X
	
	
	

	TE-7 
	Install, configure, and implement the testing application software, hardware, data, desktops, etc.
	X
	
	
	

	TE-8 
	Create Test Scripts, Test Cases, and Test Data, aligned to functional and technical requirements; and perform all appropriate testing events as agreed to in the approved test plans.
	X
	
	
	

	TE-9 
	Assist with testing (i.e., integration, parallel, and end-to-end) and provide input to scripts and perform user acceptance testing. 
	
	X
	
	

	TE-10 
	Test the capability of failover to secondary disaster recovery site.
	X
	
	
	

	TE-11 
	Test the capability to move back to primary data center after deployment on secondary disaster recovery data center.
	X
	
	
	

	TE-12 
	Provide documentation of meeting agreed upon exit success criteria for each test event in the following deliverables:

A. Functional Test Results Report

B. Parallel Comparison Test Results Report

C. Performance Test Results Report

D. Integration Test Results Report

E. Security Test Results Report

F. User Acceptance Test Results Report

G. Data Migration Test Results Report

H. Cutover/Deployment Test Results Report
I. Disaster Recovery Test Report
	X
	
	
	

	TE-13 
	Validate the system for compliance with the System Security Plan.
	X
	
	
	

	TE-14 
	Correct defects found as a result of testing efforts.
	X
	
	
	

	TE-15 
	Review testing results for compliance with policies, procedures, plans, and test criteria and metrics (e.g., defect rates, progress against schedule).
	
	X
	
	

	User Acceptance Testing

	TE-16 
	Manage and execute the agreed upon Test Management Strategy and approved User Acceptance Test Plan, including regression testing, and creating and maintaining the required test data during the testing period.
	X
	
	
	

	TE-17 
	Coordinate the scheduling of user acceptance testing (e.g., gain user involvement, establish, and define acceptance criteria, set high-level test objectives, establish high-level test scenarios).
	
	X
	
	

	TE-18 
	Facilitate and support user acceptance test as prescribed by the State, including: establishing adequate test environment based on user acceptance criteria; preparing data to support test scenarios within modified system as well as managing the relationship with all interfaced systems necessary to conduct test; troubleshooting; supporting users to progress through scenarios; simulating interfaces or working with integrated systems to conduct end-to-end tests; supporting batch processing; exercising functionality; converting production data, and reporting results. 
	X
	
	
	

	TE-19 
	Manage and conduct user acceptance testing.
	
	X
	
	

	TE-20 
	Use a Defect Tracking System (provided by the Offeror) for purposes of allowing the State to initiate, track, and report all testing defects (e.g., integration, end to end, parallel, and user acceptance testing). 
	
	X
	
	

	TE-21 
	Correct defects found as a result of testing efforts adhering to all service level requirements for defect resolution.
	X
	
	
	

	TE-22 
	Provide documentation of satisfying agreed upon exit success criteria for User Acceptance Testing in the User Acceptance Test Results Report.
	X
	
	
	


2.6 User Training 
Scope of User Training services is the implementation of the following solutions:

· LLCS Modernization
· EDSS Modernization
Offerors shall respond “Yes” or “No” to each requirement in the table below. A “No” response without providing a comment may cause the Offer to be rejected.

Table 6. User Training (TR) Roles and Responsibilities

	#
	User Training 
Roles and Responsibilities
	Offeror
	The State
	Offeror Response
	Offeror Comment

	TR-1 
	Develop an End-user Training Plan to document training requirements and the approach the State will use for updating training requirements, development of training curricula, and deploying training for the State’s end-users as required as mutually agreed upon by the State and the Offeror.
	X
	
	
	

	TR-2 
	Implement the approved End-User Training Plan 
	X
	
	
	

	TR-3 
	Provide Training Curriculum Document, including the course outlines and schedules for Train-the-Trainer training and end-user training.  
	X
	
	
	

	TR-4 
	Provide Train-the-Trainer Training Materials.
	X
	
	
	

	TR-5 
	Provide Final Training Materials, including end-user documentation, standard templates, and online training, to support initial end-user training.
	X
	
	
	

	TR-6 
	Tailor the standard training templates to incorporate the State-specific business processes.
	X
	
	
	

	TR-7 
	Conduct Train-the-Trainer Training for the system.
	X
	
	
	

	TR-8 
	Participate in Train-the-Trainer training for the system.
	
	X
	
	

	TR-9 
	Conduct End-User Training for the system.
	 
	X
	
	

	TR-10 
	Support end-user training for the system
	X 
	
	
	

	TR-11 
	Participate in end-user training for the system.
	
	X
	
	

	TR-12 
	Establish environment needed to support training as defined in End-User Training Strategy.
	X
	
	
	

	TR-13 
	Create and maintain the State training data as required by the State.
	X
	
	
	

	TR-14 
	Survey end-users following End-User Training for End-User training effectiveness reports.
	
	X
	
	

	TR-15 
	Provide the End-User Survey and develop End-User Training Effectiveness Reports.
	X
	
	
	


2.7 PaaS / SaaS (solution provisioning)

Scope of PaaS / SaaS (solution provisioning) services is the implementation of the following solutions:

· LLCS Modernization
· EDSS Modernization

Offerors shall respond “Yes” or “No” to each requirement in the table below. A “No” response without providing a comment may cause the Offer to be rejected.
Table 7. PaaS / SaaS (SP) Roles and Responsibilities
	#
	PaaS / SaaS
Roles and Responsibilities
	Offeror
	The State
	Offeror Response
	Offeror Comment

	SP-1 
	Host the solution(s) at the Vendor’s own data center or with a cloud service provider. In the event the Vendor proposes to use a Third Party to provide hosting / cloud services, the agreement must be assignable to the State upon termination of the contract
	X
	
	
	

	SP-2 
	Infrastructure Management Plan – The Vendor shall develop and submit an Infrastructure Management Plan to the State. The Infrastructure Management Plan shall describe the plan for hosting or provisioning the solution (e.g., PaaS / SaaS), including:

A. Approach to environment management, including with respect to Security Architecture and Design

B. Roles and responsibilities of all relevant team members

C. Maintenance and operations procedures

D. Approach to Disaster Recovery (DR) and backup, including ransomware protections

E. Security monitoring approach, including a communication and resolution plan for prompt State notification of a security event and a Security Incident Action Plan
	X
	
	
	

	SP-3 
	The Vendor shall provide infrastructure, network, batch cycle, interface, hosting, and data center services to support the solution(s) provided while meeting applicable SLAs.
	X
	
	
	

	SP-4 
	The Vendor shall ensure that all infrastructure complies with State and federal security requirements as specified in the RFP package.
	X
	
	
	

	SP-5 
	The Vendor shall provide ongoing security of the solution(s) infrastructure, including regular network and code scans.
	X
	
	
	

	SP-6 
	The Vendor shall suggest and develop modifications to existing security policies and procedures or draft new security policies and procedures when gaps are identified.
	X
	
	
	

	SP-7 
	The Vendor shall provide and maintain all environments needed to satisfy the requirements of this RFP.
	X
	
	
	

	SP-8 
	The Vendor shall provide data for development, testing, training, and pre-production.
	X
	
	
	

	SP-9 
	The Vendor shall monitor and report on Solution performance.
	X
	
	
	

	SP-10 
	The Vendor shall notify and obtain approval from State network and application support teams in advance of planned changes and possible impacts to ensure that upstream or downstream impacts can be addressed. 
	X
	
	
	

	SP-11 
	As part of the hosting services, the Vendor must provide robust system performance as defined in Attachment K – Performance Management and Service Level Requirements.
	X
	
	
	

	SP-12 
	Propose an Infrastructure and Solution Recovery Plan with detailed DR plans, including data backup and system failover methodologies.
	X
	
	
	

	SP-13 
	Participate with the State in comprehensive tests of failover and backup recovery annually or more frequently as requested by the State or deemed necessary by the Vendor.
	X
	
	
	

	SP-14 
	Provide a robust communication link to support timely data replication between primary and DR site to support SLAs.
	X
	
	
	

	SP-15 
	Monitor production databases using data quality monitoring scripts and other tools, according to a mutually agreed upon schedule. Use monitoring and alerts to identify data integrity and other database-related performance issues and tune accordingly to ensure response times meet SLAs.
	X
	
	
	

	SP-16 
	Continuously monitor the application for issues related to performance, errors, exceptions, availability, capacity, and defects.
	X
	
	
	

	SP-17 
	Maintain and update a quarterly inventory of system software including:

A. The version currently in use

B. End-of-life and end-of-support dates for the current version

C. The latest version available

D. In use/out of use

E. Flagged for decommissioning

F. Licenses maintained and used
	X
	
	
	

	SP-18 
	Proactively plan and execute major, minor, and patch upgrades to infrastructure or component software to ensure the software components are supported and meet security standards.
	X
	
	
	

	SP-19 
	Proactively monitor capacity and execute upgrades to ensure infrastructure is supported and meets performance and security standards.
	X
	
	
	


2.8 Cutover/Deployment/Hypercare
Scope of Cutover/Deployment/Hypercare services is the implementation of the following solutions:

· LLCS Modernization
· EDSS Modernization
Offerors shall respond “Yes” or “No” to each requirement in the table below. A “No” response without providing a comment may cause the Offer to be rejected.

Table 8. Cutover/Deployment/Hypercare (CT) Roles and Responsibilities

	#
	Cutover/Deployment/Hypercare
Roles and Responsibilities
	Offeror
	The State
	Offeror Response
	Offeror Comment

	CT-1 
	Develop a detailed Cutover/Deployment Plan deliverable that includes, at a minimum: 
A. final data migration and cutover tasks
B. schedule
C. roles and responsibilities
D. description of key processes
E. description of go/no-go criteria
F. criteria for exiting Hypercare 
	X
	
	
	

	CT-2 
	Perform deployment and support activities as agreed in the approved Cutover/Deployment Plan.
	X
	X
	
	

	CT-3 
	Provide the solution platform and environments (production and disaster recovery), including all hardware and software necessary to provision the solution for production use while meeting all Service Levels (Refer to Attachment K – Performance Management and Service Level Agreements).
	X
	
	
	

	CT-4 
	Provide documentation, including specification of hardware, network, storage, utilities, licensees, and other required infrastructure.
	X
	
	
	

	CT-5 
	Facilitate Go/No-go Meetings and document assessment of status of each of the readiness criteria for go-live.
	X
	
	
	

	CT-6 
	Perform deployment and support activities as approved by the State.
	X
	
	
	

	CT-7 
	Provide recommended operations and administration procedures related to the deployment.
	X
	
	
	

	CT-8 
	Approve production deployment go/no-go decisions.
	
	X
	
	

	CT-9 
	Deploy target solution capabilities into production.
	X
	
	
	

	CT-10 
	Track deployment status and notification.
	X
	
	
	

	Hypercare

	CT-11 
	Immediately following a system Go Live in production, provide an elevated level of support to ensure the seamless adoption of the new capabilities. This Hypercare Support must include at a minimum:
A. Six months of ongoing support from date of Go-Live
B. Continuous monitoring of customer service

C. Continuous monitoring of data integrity

D. Continuous monitoring of operations of the implemented application for technical support

E. On-site availability of technical support team

F. Resolution of any system configuration issues for a full operational and technical transition.
	
	
	
	

	CT-12 
	Provide Successful Deployment Report deliverable that confirms the success of the deployment according to success criteria documented in the approved Cutover/Deployment Plan.
	X
	
	
	

	CT-13 
	Provide the configuration and customization documentation and readable source code and object (executable) code for the system in the configuration management system.
	X
	
	
	


2.9 Maintenance and Operations (M&O)
Scope of M&O services is the implementation of the following solutions:

· LLCS Modernization
· EDSS Modernization
Offerors shall respond “Yes” or “No” to each requirement in the table below. A “No” response without providing a comment may cause the Offer to be rejected.

Table 9. Maintenance and Operations (MO) Roles and Responsibilities

	#
	Maintenance and Operations

Roles and Responsibilities
	Offeror
	The State
	Offeror Response
	Offeror Comment

	MO-1 
	Develop a Production Support Plan to cover the Post Go-Live/Hypercare Maintenance and Operations (M&O) Support period. The plan shall document ITIL-aligned incident management processes and include, at a minimum: 
· The proposed organizational structure 
· Description of key processes
· Description of service desk support

· Use of incident tracking tools as agreed to by the State (e.g., Jira)
· Maintenance and repair policies and procedure
· Processes and procedures for tracking and reporting the status of all post-implementation support services
· Report templates 
· Exit criteria for successfully completing the M&O services

· Help desk scripts (e.g., Level 1 and Level 2 help desk)

· Roles and responsibilities, and 
· Estimated level of effort for the Offeror and the State.
	X
	
	
	

	MO-2 
	Execute the approved Production Support Plan and provide technical and functional support to the State as agreed.
	X
	
	
	

	MO-3 
	Provide 12 weeks of post go-live deployment support prior to final acceptance and resolve issues with the Offeror’s post-production support team.
	X
	
	
	

	MO-4 
	Maintain system architecture documentation.
	X
	
	
	

	MO-5 
	Perform diagnostics on software and services.
	X
	
	
	

	MO-6 
	Perform system fixes for problems that the Offeror was responsible for providing.
	X
	
	
	

	MO-7 
	Perform data fixes for errors that the Offeror was responsible for, including but not limited to improperly converted files or data.
	X
	
	
	

	MO-8 
	Regression test the system to ensure that no errors are introduced.
	X
	
	
	

	MO-9 
	Approve all post-implementation support service fixes with formal sign-off.
	
	X
	
	

	MO-10 
	Update all documentation and related files/Deliverables associated with post-implementation support services.
	X
	
	
	

	MO-11 
	Repair the configuration and customized code provided by Offeror during the post-implementation period at no charge to the State provided that:

1. The problem encountered occurs within twelve (12) months of the acceptance of such provided component. 

2. The root cause analysis indicates the problem is in the system not meeting requirements where the Offeror has responsibility (e.g., a problem caused by configured or customized software component not meeting requirements, a defect in the configuration or code created by the Offeror, a problem with the system not meeting SLAs).
	X
	
	
	

	MO-12 
	Test remediated code or configurations (and regression test the entire solution) to verify that no errors are introduced. 
	X
	
	
	

	MO-13 
	Update all appropriate documentation to reflect defect corrections. 
	X
	
	
	

	MO-14 
	Provide monthly reports showing the amount of support work (i.e., number of defects and hours to correct).
	X
	
	
	

	MO-15 
	Provide ongoing reporting of all operational activities
	X
	
	
	

	Interface Management

	MO-16 
	Manage interfaces with solution trading partners while adhering to applicable SLAs.
	X
	
	
	

	MO-17 
	Maintain a contact list for all inbound and outbound interfaces and batch jobs, including the business unit contact and developer contact for each batch job and/or interface.
	X
	
	
	

	MO-18 
	Monitor and maintain to ensure the timeliness of all current incoming and outgoing system interfaces, including, but not limited to, state, federal, and third-party interfaces.
	X
	
	
	

	MO-19 
	Perform ongoing interface quality analysis and fix performance issues following approved SDLC processes.
	X
	
	
	

	MO-20 
	Maintain and test interfaces to reflect changes from interface partners.
	X
	
	
	

	MO-21 
	Monitor interface errors and exceptions and correct issues as outlined in applicable SLAs.
	X
	
	
	

	MO-22 
	Ensure that all interface trading partners have completed a Trading Partner Agreement (TPA) as required.
	X
	
	
	

	MO-23 
	Provide immediate notification to interface contacts by phone or email for any incomplete jobs or job runs.
	X
	
	
	

	MO-24 
	Produce interface monitoring reports.
	X
	
	
	

	Service Desk

	MO-25 
	Provide effective service desk and incident management process support.
	X
	
	
	

	MO-26 
	Maintain knowledge base.
	X
	
	
	

	MO-27 
	Escalate and assist with the resolution of issues with Offeror post-production support team.
	
	X
	
	

	MO-28 
	Maintain help desk scripts.
	
	X
	
	

	MO-29 
	Provide Level 1 Help Desk—simple (with coordination of user support activities including “how to” support) and user account and password administration.
	
	X
	
	

	MO-30 
	Provide Level 2 and 3 Help Desk for the system-related incidents and problems.
	X 
	 
	
	

	MO-31 
	Assist the State in the development of support organization. 
	X
	
	
	

	MO-32 
	Provide support organization to advise and assist business end-users and staff in the use of systems and the State-specific policies.
	
	X
	
	

	MO-33 
	Respond to escalated trouble ticket items in accordance with established procedures and meeting specified service levels (refer to Attachment K – Performance Management and Service Level Requirements).
	X
	
	
	

	MO-34 
	Establish priority of trouble ticket items / service requests.
	
	X
	
	

	MO-35 
	Maintain detailed information on all tickets within the State’s ticket tracking tool.
	X
	
	
	

	MO-36 
	Assign full time resources to support the ongoing resolution of tickets.
	X
	
	
	

	Release Management

	MO-37 
	Develop a Release Management Plan that details the Vendor’s processes and procedures related to the promotion of code through each environment.

This will include release notes, supporting materials (such as Quick Reference Guides and communication materials), deployment timeline, deployment readiness checklist, deployment playbook, and go/no-go meeting presentation.
	X
	
	
	

	MO-38 
	Promote code into all environments, including production.
	X
	
	
	

	MO-39 
	Implement the approved Release Management Plan and the well-defined process for release management that is consistent with modern release practices.
	X
	
	
	

	MO-40 
	Software Management – The Vendor shall manage changes in source code provided by the Vendor, including how changes will be incorporated into future versions of the software that the State may or may not acquire.
	X
	
	
	

	MO-41 
	Change Control Board Approval – The Vendor shall obtain approval for all releases via the Change Control Board and by hosting the go/no-go decision meeting with State leadership.
	X
	
	
	

	MO-42 
	All Deployments – The Vendor shall complete application release deployments and all associated configurations, data changes, security changes, and batches.
	X
	
	
	

	MO-43 
	Post Release – The Vendor shall realign UAT environments with all code implemented in production including role/office security setups and associations and maintain a Gold Copy of the role/office security setups and associations.
	X
	
	
	

	MO-44 
	Provide communication as approved by the State to internal end users and other State staff on upcoming changes in functionality and planned outages.
	X
	
	
	

	Security and Privacy

	MO-45 
	Provide a System Security Plan detailing the methodology and approach to the implementation of system security throughout the application. This deliverable must include:

A. Security Policies and Procedures

B. Incident Response Plan, which includes protocols for reporting, evaluation, and escalation of potential security breaches
	X
	
	
	

	MO-46 
	Implement the approved System Security plans for the solution and services within scope of this solicitation. Changes to policies or procedures must have written approval from the State.
	X
	
	
	

	MO-47 
	Ensure compliance with all State and federal laws and policies, including laws and policies protecting privacy and confidentiality throughout the term of the contract (not just during M&O activities).
	X
	
	
	

	MO-48 
	Proactively identify and resolve security risks that threaten operations, the security of confidential data, or the authority to connect to interface partners, and resolve the risks with State approval. The Vendor must demonstrate security regulatory compliance in any manner requested by the State, including through State, federal, or independent audit assessments.
	X
	
	
	

	MO-49 
	Remediate any risks or issues identified in the execution of the Disaster Recovery Test (as agreed in the Disaster Recovery Test Plan) and documented in the Disaster Recovery Test Report.
	X
	
	
	

	MO-50 
	Ensure that up-to-date activity and process diagrams, including security and privacy notations, are included as part of the overall system documentation.
	X
	
	
	

	MO-51 
	Continuously improve tools and methods used to identify and address any gaps in the current and future security architecture.
	X
	
	
	

	MO-52 
	Manage solution software component installation to ensure software is updated consistently with patches and upgrades to minimize the risk of security breaches following industry best practices with oversight from the State.
	X
	
	
	

	MO-53 
	Conduct vulnerability scans and penetration testing in compliance with Open Web Application Security Project (“OWASP”) standards.
	X
	
	
	

	MO-54 
	Prior to all code promotion to production, execute vulnerability scans and penetration testing consistently following a schedule approved by the State. Deliver scan results to the State with remediation plans for all critical and high vulnerabilities and perform all remediations prior to code promotion to production.
	X
	
	
	

	MO-55 
	Prior to all code promotion to production, execute application code scans prior to application release implementation. Deliver scan results to the State with remediation plans for all critical and high vulnerabilities and perform all remediations prior to code promotion to production.
	X
	
	
	

	MO-56 
	Maintain a Plan of Action and Milestones (POAM) for all aspects of the Solution under Vendor’s control, as required by State security requirements in Attachment B – State Standard Security Requirements. Report new or changed security risks, alongside an updated copy of the Vendor’s POAM, to the State IES Security Officer. The State IES Security Officer compiles and submits a master POAM to Federal Partners for review monthly.
	X
	
	
	

	MO-57 
	Collaborate with the State to develop and execute a resolution plan to resolve or mitigate the risks identified in the POAM timely. "Timely" is determined by federal guidance based upon the risk level identified in the POAM. This requirement includes the resolution or mitigation of all solution-related, newly identified findings and all system-related, existing POAM items already identified at the time of the contract signing.
	X
	
	
	

	MO-58 
	Provide information and support as needed for State, Federal, or Independent Security Assessment (ISA) activities.
	X
	
	
	

	MO-59 
	Ensure that the State’s internal auditors and/or appointed third-party auditors are granted access and given the right to audit the physical, logical, and environmental security of Vendor’s facilities for the purpose of completing security audits.
	X
	
	
	

	MO-60 
	Report on access control compliance for system application users on a monthly basis, in a format and breakdown specified by the State.
	X
	
	
	

	MO-61 
	Provide a list of all employees or contractors who have administrative privileges or can access confidential data, to include each employee’s or contractor’s current access role, on an annual basis.
	X
	
	
	

	MO-62 
	Pay the full cost of remediation and damages resulting from Security Incidents arising from any Vendor work including system changes.
	X
	
	
	

	MO-63 
	Prior to contract award, the Offeror must sign the Business Associate Agreement in Attachment A. This HIPAA Business Associate Agreement will be made part of the contract.
	X
	
	
	

	MO-64 
	In the event of a Security Incident, whether discovered by the Vendor or any other person or entity, or in the event the Vendor has reason to believe there is a reasonable possibility a Potential Security incident has occurred, the Vendor shall: 

A. Notify DoIT’s Chief Privacy Officer of the Security Incident as soon as possible, but in no event later than hours after the Vendor discovers the Security Incident or Potential Security Incident.

B. Promptly answer all questions from DoIT about the Security Incident or Potential Security Incident

C. To the extent requested by DoIT: 

I. Within three (3) days after DoIT’s request, present a potential exposure or issue assessment that includes an analysis of the extent of the Security Incident, including an estimate of the number of applicants and/or beneficiaries impacted. 

II. Within three (3) days after DoIT’s request, provide the Vendor’s opinion as to whether the Security Incident or Potential Security Incident constitutes a breach as defined in 45 C.F.R. § 164.402, or otherwise violates State or federal law, and an explanation of the basis for the Vendor’s opinion.

III. Within seven (7) days after DoIT’s request, provide DoIT with a remediation plan specifying steps that should be taken to: minimize the harm caused by the Security Incident or Potential Security Incident; minimize the risk of any future Security Incident; and notify any applicants and/or beneficiaries impacted by the incident, in accordance with any applicable State or federal laws.

IV. Make any reasonable changes to the remediation plan requested by DoIT.

V. Within a reasonable period after requested by DoIT, implement the remediation plan, at the Vendor’s cost.
	X
	
	
	

	MO-65 
	For the purposes of this document, “Security Incident” means the attempted or successful unauthorized access, use, acquisition, disclosure, modification, or destruction of information, or an attempted or successful unauthorized interference with system operations in an information system.  It does not mean unsuccessful log-on attempts or unsuccessful denial of service attacks as long as there is no unauthorized access, acquisition, use or disclosure of applicant or beneficiary data as a result. 

A. “Security Incident” includes any “breach” as defined in 45 C.F.R. § 164.402, and “Security Incident” includes any “information security incident” as defined in DoIT’s Information Security Incident Management Policy.  If there is any disagreement as to whether a Security Incident occurred, or whether a Security incident constituted a breach under 45 C.F.R. § 164.402, the Vendor will accept and adhere to the State’s determination.

B. “Unauthorized access, use, acquisition, disclosure, modification, or destruction of information” means any access, use, acquisition, disclosure, modification, or destruction of information that is unauthorized by State or federal law or policy. 

The Vendor must comply with these requirements in addition to, and not in lieu of, any obligations or actions required by the HIPAA Business Associate Agreement, the SSA required provisions for SSA supplied data, or any other provisions of this document.
	X
	
	
	


2.10 Knowledge Transfer and Exit Transition

Scope of Knowledge Transfer and Exit Transition services is the implementation of the following solutions:

· LLCS Modernization
· EDSS Modernization
Offerors shall respond “Yes” or “No” to each requirement in the table below. A “No” response without providing a comment may cause the Offer to be rejected.

Table 10. Exit Transition (ET) Roles and Responsibilities

	#
	Knowledge Transfer and Exit Transition
Roles and Responsibilities
	Offeror
	The State
	Offeror Response
	Offeror Comment

	Knowledge Transfer

	ET-1 
	Develop the Knowledge Transfer Plan deliverable to document knowledge transfer requirements and plan to provide knowledge transfer throughout the Project to prepare the State (and successor service provider) for deployment and production support as mutually agreed upon by the State and the Offeror. This includes:

A. A detailed description of types of information needed to ensure a successful transition Strategy for transferring service delivery capabilities.
B. Plan for establishing and measuring the effectiveness of the knowledge transfer activities.
C. Criteria for establishing that the knowledge transfer has been successful.
D. Best practices and standards for providing ongoing maintenance activities.
E. A description of how the Vendor will train its staff, by role, on Illinois-specific program and technology operations and requirements.
F. Include a detailed training schedule that includes designated State staff and Vendor staff in knowledge transfer sessions.
	X
	
	
	

	ET-2 
	Execute the approved Knowledge Transfer Plan for throughout the contract term as agreed to.
	X
	
	
	

	ET-3 
	Provide detailed Technical Documentation including the technical and architectural documents, diagrams, and specifications.
	X
	
	
	

	ET-4 
	Provide System and User Documentation, including functional, technical specifications, operational documentation (e.g., batch schedule, runtime procedures).
	X
	
	
	

	Exit Transition

	ET-5 
	Develop an Exit Transition Plan to document a detailed exit strategy for the contracted Vendor that ensures the complete and orderly transfer of service delivery, deliverables, tools, capabilities, data, solution, and project artifacts from the Vendor to the State or a successor vendor at the conclusion or termination of the contract. 
The Exit Transition Plan deliverable must:  

A. Describe relationships with software providers and others.
B. Include provisions for the State to assume any relevant contracts upon request
C. Include the proposed schedule and Milestones for the Exit Transition.
D. Describe activities and systems, and resource requirements associated with the Exit Transition.
E. List data, tools, confirmation information, processes and other documentation, custom interfaces, operational information, and sub-contractor agreements.
F. Provide a plan for the creation of an Exit Plan repository for all cloud-exit-plan-related documents and materials, such as application-specific exit plans, outage histories, triage team response to events.
G. Describe the criteria for successful completion of Exit Transition.
	X
	
	
	

	ET-6 
	Implement the approved Exit Transition Plan and act as a fully engaged partner of the State and State vendors during the Exit Transition at the end of the Vendor’s contract. 
	X
	
	
	

	ET-7 
	Staffing and Service Support. Provide all services and supports necessary to transfer operations of the system to the State or its agent. During turnover of the solution(s) and services, the Vendor must continue to provide all services under the contract with no disruption. The Vendor must maintain operational staff while providing any additional staff needed for the exit transition.
	X
	
	
	

	ET-8 
	Documentation. The Vendor shall provide up-to-date solution documentation, staffing plans, and training plans to the State prior to the end of the exit transition phase. Solution documentation shall provide a complete picture of the operational environment.
	X
	
	
	

	ET-9 
	Technical Assistance. Vendor shall provide technical assistance in the process of transferring data as required to transition services to another provider.
	X
	
	
	

	ET-10 
	Subcontractor Agreements. Ensure that Subcontractor agreements may be assigned to the State (or a successor service provider) upon the conclusion or termination of the contract and facilitate this assignment of these contracts upon request by the State.
	X
	
	
	

	ET-11 
	Staff Policy. Implement policies that do not restrict or prevent Vendor staff from accepting employment or contract positions with the State or with any successor Vendor. The State will work with the incumbent Vendor on the timing of any transition of Vendor staff.
	X
	
	
	

	ET-12 
	Provide Final Acceptance Document deliverable that includes:

A. Documentation of successful knowledge transfer that certifies the State (or successor service provider) is prepared to assume service delivery (including maintenance, modification, and operations services) for the solution capabilities in production and that all Knowledge Transfer success criteria (documented in the approved Knowledge Transfer Plan) have been satisfied.

B. A checklist of all Project closeout activities and documentation that support has been provided and the Exit Transition success criteria (documented in the approved Exit Transition Plan) has been met
	X
	
	
	


2.11 Multi-Vendor Integration (MVI)
Scope of Multi-Vendor Integration services includes the coordination and integration efforts across multiple internal and external service providers across the following solutions:

· LLCS Modernization
· EDSS Modernization 
· IIS Modernization (implementation is within the scope of an incumbent vendor)

· LIMS Modernization (implementation is within the scope of an incumbent vendor)
Offerors shall respond “Yes” or “No” to each requirement in the table below. A “No” response without providing a comment may cause the Offer to be rejected.

Table 11. MVI Roles and Responsibilities
	#
	MVI

Roles and Responsibilities
	Offeror
	The State
	Offeror Response
	Offeror Comment

	MVI-1 
	Develop a Multi-Vendor Integration Plan to guide the multi-vendor integration efforts.
	X
	
	
	

	MVI-2 
	Execute the approved MVI Plan.
	X
	
	
	

	Enterprise Architecture Oversight Services

	MVI-3 
	Provide overall architectural review and assistance.
	X
	
	
	

	MVI-4 
	Provide solution architecture assistance.
	X
	
	
	

	MVI-5 
	Review Interfaces and batch operations architecture.
	X
	
	
	

	MVI-6 
	Confirm security architecture (e.g., encryption, SSL certificates, etc.) for adherence to standards.
	X
	
	
	

	Master Production Schedule

	MVI-7 
	Define, document, and implement master schedule management process.
	X
	
	
	

	MVI-8 
	Establish master schedule including all development projects and production enhancements/defect fixes and track all major coordination points such as project dependencies and all releases.
	X
	
	
	

	MVI-9 
	Track dependencies and escalate to PMO if trade-offs are required.
	X
	
	
	

	MVI-10 
	Coordinate scheduling of releases to different environments.
	X
	
	
	

	Coding and Documentation Standards Compliance Assurance

	MVI-11 
	Develop, document, and implement documentation and coding standards.
	X
	
	
	

	MVI-12 
	Enhance document and code repository to support multiple vendors; establish usage guidelines.
	X
	
	
	

	MVI-13 
	Communicate standards to development teams and verify standards are followed.
	X
	
	
	

	Service Level Management

	MVI-14 
	Define and Implement methods for monitoring Service Level Requirements and targets which govern the relationships between the vendor and its sub-contracted service providers (vendors), including provisioning, time to respond to requests:
A. Agree and maintain SLA target commitments
B. Participate in IDPH/Vendor interactions to agree and improve SLAs
C. Establish OLAs to meet IDPH needs and sub-contractor SLA linkages 
D. Design consolidated reporting/dashboards
E. Provide consolidated reporting/dashboards ongoing
	X
	
	
	


2.12 Organizational Change Management (OCM)
 Scope of OCM services includes the implementation efforts for the following solutions:

· LLCS Modernization
· EDSS Modernization 
· IIS Modernization (implementation is within the scope of an incumbent vendor)

· LIMS Modernization (implementation is within the scope of an incumbent vendor)

Offerors shall respond “Yes” or “No” to each requirement in the table below. A “No” response without providing a comment may cause the Offer to be rejected.

Table 12. OCM Roles and Responsibilities

	#
	OCM
Roles and Responsibilities
	Offeror
	The State
	Offeror Response
	Offeror Comments

	OCM-1 
	Provide and document a Business Process and Organizational Change Management Plan.
	X
	
	
	

	OCM-2 
	Provide and apply appropriate business process and organizational change management templates and guidance while ensuring processes are in place for communication.
	X
	
	
	

	OCM-3 
	Lead business process and organizational change management activities. 
	
	X
	
	

	OCM-4 
	Assess effectiveness of business process and organizational change management activities and report on these in project status reports.
	X
	
	
	

	OCM-5 
	Provide recommendations for ongoing business process and organizational change management activities.
	X
	
	
	

	OCM-6 
	Implement business process and organizational change management recommendations.
	
	X
	
	

	OCM-7 
	Provide an OCM Communication Plan detailing the approach to communicating to the entire organization the progress for the Project. This plan must document the communications strategy with all Project stakeholders throughout the life of the Project and includes:
A. Roles and Responsibilities
B. Communication with internal and external stakeholders
C. Formal kickoffs of key project activities
D. Communication of milestones
	X
	
	
	

	OCM-8 
	Perform and document an Organizational Readiness Assessment to identify opportunities and resistance to changes.
	X
	
	
	

	OCM-9 
	Provide Organizational Change Management Effectiveness Assessment Report after production implementation of the end-state solution.
	X
	
	
	


3.0 Summary Deliverable List

The following table provides a list of key proposed Deliverables that must be provided at a minimum. The Deliverables in the list below include the formal Deliverables that are required to be listed in Attachment I – Cost Workbook.  However, there may be other work products that are part of the Project artifacts that are required for Project delivery but that are not formally tied to individual payments. The Offeror shall add to the list provided below in alignment with its proposed methodology and work plan, and ensure that the Cost Workbook Deliverables, as part of the Offer, include added items with one-time costs associated with these:

Table 13. Minimum List of Deliverables

	Service Domain
	Name of Deliverable
	Notes – Deliverables Submissions, Timing

	Project Management
	1. Project Management Plan (PMP)
	Once for entire scope of work, maintained current during contract term.

	
	2. Project Schedule
	

	
	3. Monthly Status Report
	Monthly delivery.

	Requirements Validation
	4. Requirements Validation Report
	Once each for LLSC and EDSS solutions.

	Solution Design and Development/ Configuration
	5. Configuration Management Plan
	

	
	6. System Design Document
	Once each for LLSC and EDSS solutions. Possibly additional submissions for each solution iteration to be deployed in production. Note that Offerors are to propose the go-live events in their Offers and include the relevant number of deliverable submissions to align with the number of distinct go-live events.

	
	7. Detailed Functional and Technical Design Document
	

	
	8. Role to Position Mapping
	

	Data Migration
	9. Data Migration Strategy
	

	
	10. Data Migration Plan
	

	Testing
	11. Test Management Strategy
	

	
	12. Functional Test Plan
	

	
	13. Parallel Comparison Test Plan
	

	
	14. Performance (Load and Stress) Test Plan
	

	
	15. Integration Test Plan
	

	
	16. Security Test Plan
	

	
	17. User Acceptance Test Plan
	

	
	18. Data Migration Test Plan
	

	
	19. Cutover/Deployment Test Plan 
	

	
	20. Disaster Recovery Test Plan
	

	
	21. Functional Test Results Report
	

	
	22. Parallel Comparison Test Results Report
	

	
	23. Performance Test Results Report
	

	
	24. Integration Test Results Report
	

	
	25. Security Test Results Report
	

	
	26. User Acceptance Test Results Report
	

	
	27. Data Migration Test Results Report
	

	
	28. Cutover/Deployment Test Results Report
	

	
	29. Disaster Recovery Test Report
	

	User Training
	30. End-user Training Plan
	

	
	31. Training Curriculum Document,
	

	
	32. Train-the-Trainer Training Materials
	

	
	33. Final Training Materials
	

	PaaS / SaaS (solution provisioning)
	34. Infrastructure Management Plan
	Once each for LLSC and EDSS solutions.

	
	35. Infrastructure and Solution Recovery Plan
	

	Cutover/Deployment/Hyper-care
	36. Cutover/Deployment Plan
	Once for each go-live event.

	
	37. Successful Deployment Report
	

	Maintenance and Operations
	38. Production Support Plan
	

	
	39. Release Management Plan
	

	
	40. System Security Plan
	

	
	41. Plan of Action and Milestones (POAM)
	

	Knowledge Transfer and Exit Transition
	42. Knowledge Transfer Plan
	Once each for LLSC and EDSS solutions.

	
	43. Technical Documentation
	

	
	44. System and User Documentation
	

	
	45. Exit Transition Plan
	

	
	46. Final Acceptance Document
	

	Multi-Vendor Integration (MVI)
	47. Multi-Vendor Integration Plan
	Once for entire scope of work, maintained current during contract term. The scope of MVI services applies to:
· LLCS Modernization

· EDSS Modernization 

· IIS Modernization (implementation is within the scope of an incumbent vendor)

· LIMS Modernization (implementation is within the scope of an incumbent vendor)

	Organizational Change Management (OCM)
	48. Business Process and Organizational Change Management Plan
	Once for entire scope of work, maintained current during contract term.

	
	49. OCM Communication Plan
	

	
	50. Organizational Readiness Assessment
	Once for each go-live event for the following solutions:

· LLCS Modernization

· EDSS Modernization 

· IIS Modernization (implementation is within the scope of an incumbent vendor)

· LIMS Modernization (implementation is within the scope of an incumbent vendor)

	
	51. Change Management Effectiveness Assessment
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